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GDPR Privacy Notice 
 

Who we are 
We are a charitable trust providing treatment, support and accommodation to clients who are affected 
by, or are at the risk of being affected by substance misuse, and those involved in or at risk of becoming 
involved in the criminal justice system. 
What is a privacy notice? 
 
A Privacy Notice is a statement by the Trust to all stakeholders that describes how we collect, process, 
retain and disclose personal information which we hold. It is sometimes also referred to as a Privacy 
Statement, Fair Processing Statement or Privacy Policy. This privacy notice is part of our commitment to 
ensure that we process your personal information/data fairly and lawfully. 
 
Why issue a privacy notice? 
The Nelson Trust recognises the importance of protecting personal and confidential information in all 
that we do and takes care to meet its legal and regulatory duties. This notice is one of the ways in which 
we can demonstrate our commitment to our values of being transparent and open, and commitment to 
our values of Respecting Diversity, Acting with Integrity, Demonstrating Compassion, Striving for 
Excellence and to Listening and Supporting Others. 
This document clearly expresses the policies of The Nelson Trusts management of personal information 
and is accessible to anyone upon request. 
 
This notice also explains what rights you have to control how we use your information. 
 
What are we governed by? 
The key pieces of legislation/guidance we are governed by are: 
 
 
General Data Protection Regulations (GDPR)  
Data Protection Act 2018 
Human Rights Act 1998 (Article 8) Access to Health Records Act 1990 Freedom of Information Act 2000 
Health and Social Care Act 2012, 2015 Public Records Act 1958 
Copyright Design and Patents Act 1988 
The Re-Use of Public Sector Information Regulations 2015 The Environmental Information Regulations 
2004 Computer Misuse Act 1990 
The Common Law Duty of Confidentiality The Care Record Guarantee for England 
The Social Care Record Guarantee for England 
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International Organisation for Standardisation (ISO) – Information Security Management Standards 
(ISMS) 
Information Security Management – 
Records Management – Code of Practice for Health and Social Care 2016 Accessible Information 
Standards (AIS) 
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Who are we governed by? 
 
Information Commissioner’s Office - https://ico.org.uk/ 
 

Care Quality Commission - http://www.cqc.org.uk/ 
 

Why and how we collect information 
We may ask for or hold personal confidential information about you which will be used to support 
delivery of appropriate care and treatment. This is to support and help meet our purpose of ensuring 
the provision of safe, effective and compassionate high quality care. 
 
Data is lawfully processed using legitimate interests and consent obtained under article 6 1(f) and 1(a) 
and special category data obtained under article 9.2(d), stored and processed solely to assist staff and 
volunteers in the efficient running and monitoring of the service and service improvement. Personal 
details supplied by all stakeholders are only used to send material that is considered potentially useful. 
This data is stored securely on the Nelson Trust database with access restricted to appropriate identified 
personnel. 
The trust commits to only processing necessary data that is targeted and proportionate to achieve its 
lawful and legitimate purpose of providing services that benefit society. Accordingly the trust employs 
technical, contractual and administrative steps to ensure information is protected against unauthorised 
access and disclosure. Nelson Trust employees undertake training in handling information with 
particular emphasis on preserving the privacy and interests of individuals. 
 
Information collected may include: 
Basic details, such as name, address, date of birth, next of kin. 
Contact we have had, such as appointments and home visits. 
Details and records of treatment and care, including notes and reports about your health 
Information from people who care for you and know you well, such as health professionals and 
relatives. 
Criminal offences and convictions 
 
It may also include personal sensitive information such as sexuality, race, your religion or beliefs, and 
whether you have a disability, allergies or health conditions. It is important for us to have a complete 
picture, as this information assists staff involved in your care to deliver and provide improved care, 
deliver appropriate treatment and care plans tailored to meet individual’s needs. 
Information is collected in a number of ways, via Recovery/Keyworkers workers, HR staff, Admissions 
and fundraising teams and other Nelson Trust staff. 
 
How we use information 
To help inform decisions that we make about service users care. To ensure that treatment is safe and 
effective. 
To work effectively with other organisations who may be involved in individuals care. To support the 
health of the general public. 
To ensure our services can meet future needs. 
To review care provided to ensure it is of the highest standard possible. To train our staff. 
For audit. 
To prepare statistics on Nelson Trust performance. 

http://www.cqc.org.uk/
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To monitor how we spend public money. 
 
There is huge potential to use information to deliver care and improve health and care services across 
the Nelson Trust. The information can be used to help: 
Improve individual care. 
Develop new treatments and prevent addiction. 
Plan services. 
Improve client safety. 
Evaluate Government Contacts. 
 
It helps you because; 
Accurate and up-to-date information assists us in providing the best possible care for our service users. 
All appropriately identified staff members can readily access the information they need to provide the 
best possible care. 
Where possible, when using information to inform future services and provision, non- identifiable 
information will be used. 
 
The Nelson Trust will not use personal information about an individual for the purposes of direct 
marketing. 
 
Information about or own staff and people applying to work for or with us 
 
We need to process personal data about our own staff (and people applying to work for us) so that we 
can carry out our role (for example, by ensuring that we have the right staff to support individuals 
accessing services) and so we can meet our legal and contractual responsibilities as an employer. 
 
The personal data that we process includes information about racial or ethnic origin, religion, disability, 
gender and sexuality. We use this information to check we are promoting and ensuring diversity in our 
workforce and to make sure we are complying with equalities legislation. 
 
Our employees decide whether or not to share this monitoring data with us, and can choose to 
withdraw their consent for this at any time. Employees who wish to withdraw their consent for us to 
process this data can contact the HR team. 
 
If you apply for a job with us, we will have a legitimate interest to process the personal data supplied. 
Processing this data is necessary in order to ensure a proper application process. 
 
Your personal data will be retained for 6 months after the vacancy has been filled. 
 
We share information about our employees as required to meet our contractual obligations to them – 
for example, by sharing relevant information with our payroll bureau and pension service 
administrators. 
 
Other personal data that we are required to process includes information on qualifications and 
experience, pay and performance, contact details, bank details, and service records (including records of 
continuous service and pension contributions/entitlements). 
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We check that people who work for us are fit and suitable for their roles. This may include asking people 
to undertake Disclosure and Barring Service (DBS) checks. 
 
How information is retained and kept safe? 
nformation is retained in secure electronic and paper records in accordance with the requirements of 
GDPR and access is restricted to only those who need to know. 
It is important that information is kept safe and secure, to protect your confidentiality. There are a 
number of ways in which your privacy is shielded; by removing your identifying information, using an 
independent review process, adhering to strict contractual conditions and ensuring strict sharing or 
processing agreements are in place. 
In order to demonstrably guarantee the security of your personal data The Nelson Trust has an ISO 
27001 certification. 
GDPR regulates the processing of personal information. Strict principles govern our use of information 
and our duty to ensure it is kept safe and secure. 
The Nelson Trust is registered with the Information Commissioners Office (ICO). Details of our 
registration can be found on 
https://ico.org.uk/esdwebpages/search enter our registration number (Z9720653) and click ‘search 
register’ Z9720653 
Technology allows us to protect information in a number of ways, in the main by restricting access. Our 
guiding principle is that we are holding your information in strict confidence. 
We have a retention and disposal schedule which explains how long we keep different types of records 
and documents for, including records and documents containing personal data. Personal data is deleted 
or securely destroyed at the end of its retention period. 
How do we keep information confidential? 
Everyone working for the Trust is subject to the Common Law Duty of Confidentiality and GDPR. 
Information provided in confidence will only be used for the purposes necessary for which it has been 
collected, unless there are other circumstances covered by the law. 
Under the Nelson Trust Confidentiality Code of Conduct, all staff are required to protect information, 
inform you of how your information will be used and allow you to decide if and how your information 
can be shared. This will be noted in your records. 
All Trust staff are required to undertake annual training in GDPR, data protection, confidentiality, ISMS 
Policy, with additional specialist training for specific staff members, such as data protection officers and 
IT staff. 
Volunteer placements take place within the Nelson Trust. This may be when you are in one of our 
treatment houses or in a community setting such the Woman’s Community Centers. 
If staff would like a volunteer to be present, they will always ask for your permission prior to any 
meeting takes place. The treatment or care you receive will not be affected if you refuse to have a 
volunteer present during your period of care. 

https://www.gov.uk/government/organisations/disclosure-and-barring-service
http://www.cqc.org.uk/about-us/our-policies/freedom-information-data-protection
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Occasionally, for assessment purposes, volunteers may request that their supervisor be present. You 
may refuse this if it makes you feel uncomfortable. 
Who will the information be shared with? 
To provide best care possible, sometimes we will need to share information about you with others. We 
may share your information with a range regulatory bodies. You may be contacted by any one of these 
organisations for a specific reason; they will have a duty to tell you why they have contacted you. 
Information sharing is governed by specific rules and law. 
When the health or safety of others is at risk or where the law requires the disclosure of information. 
 
We may also be asked to share basic information about you, such as your name and parts of your 
address, which does not include sensitive information from your records. Generally, we would only do 
this to assist them to carry out their statutory duties. In these circumstances, where it is not practical to 
obtain your explicit consent, we are informing you through this notice, which is referred to as a Privacy 
Notice, under the GDPR 
 
Where client information is shared with other organisations, an information sharing agreement is drawn 
up to ensure information is shared in a way that complies with relevant legislation. 
 
Other organisations we share information with may include, but are not restricted to: social services, 
education services, local authorities, the probation service, the police, voluntary sector providers and 
private sector providers. 
 
You have the right to refuse/withdraw consent to information sharing at any time. We will fully explain 
the possible consequences to you, which could include delays in you receiving treatment and care. 
 
We use a third-party supplier to print our invitations to events and other literature. If you subscribe to 
this service, your name and email address will be shared with them. 
 
The third-party supplier handles the data purely to provide this service on our behalf. This supplier 
observes the requirements of the Data Protection Act 1998 in how they obtain, handle and process your 
information. They will not make your data available to anyone other than The Nelson Trust without your 
permission. 
 
 
Your Rights 
 
Access to your personal data. You may ask us whether we process personal data of you. If that is the 
case we will explain what personal data about you is processed by us, in what way and for what 
purposes we do this. You may also request from us a copy of your personal data that we process; 
 
Rectification of your personal data. In case it is your opinion that your personal data that we process, is 
incorrect or incomplete, you can make a request for to have inaccurate data rectified, or completed if it 
is incomplete. 
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Erasure of your personal data. You may request erasure of your personal data that we process. After 
receipt of a request to that effect we will erase your personal data without undue delay if: 
The data is no longer necessary for the purpose for which it has been processed by us; 
You do not give us your consent to process your personal data any longer; 
You object to the processing of the personal data and there is no reason why we may process the data 
any longer; 
The personal data should not have been processed by us ( 'unlawful processing'); 
The law requires us to erase the personal data. 
 
Restriction of processing of your personal data. In some cases you may wish that the processing of your 
personal data is restricted. In that case you may request from us restriction of processing. We will 
comply with such a request in the following cases: 
It is your opinion that your personal data which we process, is incorrect. We will not use this personal 
data until the data has been verified and possibly modified or completed; 
The data has been unlawfully processed (i.e. in breach of the lawfulness requirement of the first 
principle of the GDPR) but you are opposed to erasure and request restriction instead 
We do not need your personal data any longer but you wish to be able to use this data in order to 
establish a claim or instigate legal proceedings; 
You object to our processing of your personal data and we have not yet evaluated your objection. If 
processing of your personal data is subject to a restriction, we will process this data only with your 
consent. Before the restriction is lifted, we will inform you of that. 
 
Right to data portability.  
In some circumstances you may request from us a copy of your personal data which we process. We will 
provide you with a copy in a commonly used format which can be used for instance, if you wish to 
transfer the data to a different service provider, in the case where this is technically possible for us and 
if you wish, we can directly transmit the personal data to your new service provider. 
 
You also have the right to object in writing to the processing of your personal data. In the case you do 
object, you must provide the grounds relating to your particular situation to why you do not agree with 
processing of your personal data. 
 
Contacting us about your information 
Each organisation has a senior person responsible for protecting the confidentiality of your information 
and enabling appropriate sharing. 
If you have any questions or concerns regarding the information we hold on you, the use of your 
information or would like to discuss further, please contact the Data Controllers Graeme Del Nevo or 
Louise Temple 
Data Controller Nelson Trust Port Lane Brimscombe Stroud 
GL5 2QP 
Phone: 0453 885633 
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Can I access my information? 
Under GDPR a person may request access to information (with some exemptions) that is held about 
them by an organisation. For more information on how to access the information we hold about you 
please refer to https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation- 
gdpr/ 
 

Contacting us if you have a complaint or concern 
 
We try to meet the highest standards when collecting, processing, storing and using personal 
information. We encourage people to bring concerns to our attention and we take any complaints 
we receive very seriously. You can submit a complaint through the Trust’s Complaints Procedure, or 
you can write to: 
Data Controller Nelson Trust Port Lane Brimscombe Stroud 
GL5 2QP 
Phone: 01453 885633 
 
If you remain dissatisfied with the Trust’s decision following your complaint, you may wish to 
contact: 
Information Commissioner’s Office Wycliffe House 
Water Lane Wilmslow Cheshire SK9 5AF 
 
Their web site is at www.ico.gov.uk The Information Commissioner will not normally consider an 
appeal until you have exhausted your rights of redress and complaint to the Trust. 
If you need further clarification, please contact Graeme Del-Nevo 01453 885633 
 

https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/
https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/
http://www.ico.gov.uk/

